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Our school aim… We aim to provide a welcoming and caring learning environment in which the whole school community works together to inspire each child to become a responsible citizen in an ever-changing world.

1. Ethos

At Plat Douet School we recognise that Computing is an integral part of the Jersey Curriculum as well as a global phenomenon, which is rapidly changing the world in which we live. We aim to provide a broad and balanced Computing Education which is structured and progressive and acknowledge that our pupils are entitled to have access to quality and current hardware and software. It is our intention to inspire each child to become a responsible, competent and creative citizen in an increasingly digital world.

2. Aims and Objectives

It is the aim of Plat Douet Primary School to:

· Provide a broad, balanced, challenging and enjoyable curriculum for all pupils.

· Enhance and enrich learning in other areas of the curriculum using IT and Computing.

· Introduce programming to develop computational thinking skills.

· Inspire all pupils, girls and boys, to be creative and innovative.

· Ensure that pupils use technology routinely and discerningly to search for reliable sources of information, collaborate and publish their work. 

· Equip pupils with the confidence and skills to use digital technologies throughout their lives.

· Educate and empower pupils to use technology safely and responsibly, both in school and all other aspects of their lives.

· Respond to and implement new developments in technology.

3. Planning

Computing is taught both as a discrete subject and in cross-curricular ways as and when the opportunities present themselves.
The Subject Leader uses the ‘2014 Jersey Computing Curriculum’ to write the Long Term Plan, ensuring a progression in skills in all three strands of the curriculum: Computer Science, IT Skills and Digital Literacy.

Medium Term Plans are written by the class teacher so that cross-curricular links can be made. Teachers must cover all the learning objectives set out in the Long Term Plan but may be flexible when planning which objectives they teach each term. Teachers communicate any alterations made and highlight any learning objectives that are unachievable, due to issues regarding the infrastructure or the resources available, to the Subject Leader in advance.

4. Cross-curricular links

The ‘IT Skills’ and ‘Digital Literacy’ strands of the ‘2014 Jersey Computing Curriculum’ should not be thought of in isolation or taught as a separate entity but rather as a transferable set of skills to enhance learning across the curriculum. It is therefore essential that we aim to integrate Computing

into all areas of the curriculum to ensure that we produce computer literate and independent learners.

Teachers should be encouraged to make use of iPads across the entire curriculum and to make use of technology to support subjects and residential visits that utilise the Outdoor Classroom.

5. The Foundation Stage

Computing in the Foundation Stage is taught as an integral part of the curriculum. Pupils are given a broad, play-based experience of Computing in a range of contexts and have the opportunity to use the classroom computers, iPads and programmable toys. Using digital recording devices in the Outdoor Environment is an important aspect and can support pupils in developing communication skills.  This is particularly beneficial for pupils who have English as an additional language.

Reception teachers may book the IT suite when appropriate throughout the academic year as their pupils gain in confidence and independence.

6. Assessment

Teachers regularly assess pupil’s work in Computing by making informal judgements through observations and evidence. Pupil progress is monitored by the class teacher and work samples are shared with the Subject Leader. Formative assessments are carried out by the class teacher, which enables them to make a summary judgement as to whether each pupil is yet to obtain, has obtained or exceeded the expectations of the unit.
Teachers may choose to include a comment about a pupil’s progress and ability within Computing in the annual report to parents if this is a strength of the pupil.

7. Monitoring and Evaluating 

The Subject Leader is responsible for completing a Subject Review at the beginning and end of each term and will willingly offer advice and support to teachers as necessary.

The Subject Leader is responsible for monitoring the standard of the pupil’s work and the quality of teaching in line with the school’s monitoring cycle. This may be through: lesson observations, discussions with pupils and evaluating pupil work.

8. Continued Professional Development (CPD)

Computing provides endless opportunities to develop exciting teaching and learning methods. However, we understand that for our staff to deliver such lessons and expand their own methodological repertoire, CPD is essential. The Subject Leader assesses and addresses staff training needs as part of their annual calendar as well as in response to individual needs and requests throughout the year.

Staff training requirements are met by:

· Auditing staff skills and confidence on an annual basis.

· Facilitating team teaching opportunities/support from external experts.

· Planning and organising optional INSETs (including sessions delivered by the pupil iExperts) 

· Informing staff about any external opportunities to individually develop their own skills. 

9. The role of the IT F-team

The IT F-team (which comprises of both the Computing and Digital Safeguarding Leaders, a teacher from each Key Stage, a teaching assistant and a parent) meet twice a term to discuss, trial, evaluate and facilitate new initiatives and resources and share ideas for teaching and learning. 

Members of the IT F-team deliver optional INSETs and offer support to their colleagues as required.

Each member of the IT F-team is responsible for the distribution of iPads in their Key Stage and storing of any Key Stage specific resources. They are also trained to deploy apps to iPads.

10. Time Allocation

Each class, from Y1 to Y6, has a weekly 45 minute slot in the IT suite. The timetable is displayed in the school office and additional time is available to be booked as required. It is expected that staff will inform colleagues if an allocated slot is not being used by recording it on the timetable.
In addition to the allocated time in the IT suite, it is expected that every pupil will have access to other IT equipment throughout each week, including the use of: iPads, programmable devices and the networked computers in Shared Areas.

11. Inclusion

We ensure that all pupils are provided with the same learning opportunities regardless of social class, gender, culture, race, disability or learning difficulties to enhance outcomes and motivation.

Technology supports differentiation - learning by choice; however this choice is denied to those without out-of-school access to IT. Pupils in KS2 without access to the Internet in the home environment are offered the opportunity to attend an ‘IT Homework Club’ and teachers provide additional provisions as necessary.

Resources for pupils with Special Educational Needs will be identified and made available.

12. Provision

Computing at Plat Douet School is more than just ‘computers’ as it comprises of peripherals such as: iPads, projectors, interactive whiteboards, Apple TV, programmable devices etc. 

The necessary infrastructure to facilitate the development of Computing is constantly evolving and the school acknowledges the need to continually maintain, update and develop its resources in order to effectively deliver each of the three strands of the curriculum. 

iPads are distributed per year group in KS2 and per Key Stage in Key Stage One and the Foundation Stage. The member of the IT F-team in each Key Stage is responsible for liaising with their colleagues to decide upon the appropriate distribution/system to enable the most effective use of the iPads.

Resources for the ‘Computer Science’ strand are distributed as appropriate to each Key Stage.  Additional ‘Computer Science’ resources, which can be utilised across the entire school, are kept

securely in the Subject Leader’s classroom.

Internet access is available on all computer stations and wirelessly on all iPads throughout the school. 

13. Apps – purchasing and deploying

Suggested apps for purchase must firstly be risk assessed by the Digital Safeguarding Leader.

Staff may request a purchased app to be deployed to a certain set of iPads by their Key Stage IT F-team member. Requests must be made by the Wednesday prior to the week they wish to use it.
14. Health and Safety

At Plat Douet Primary School we ensure that:

· All cabling, networking and electrical work is carried out by professionals. 

· Wires are safely placed to reduce any tripping hazards.

· The transfer of germs is minimised by staff educating pupils in washing their hands before using an iPad and pupil monitors are deployed to wipe the screens at the end of each day. 

· Liquids are not be taken into the IT Suite or placed on tables where iPads and other Computing equipment is in use.

15. Digital Safeguarding Policy (see separate Digital Safeguarding policy for more detail)

We aim to protect all our Internet users from viewing or receiving inappropriate content. The maintenance of an e-safe environment is the whole school community’s responsibility and therefore everyone who uses the Internet will be made aware of the aims of this policy and will sign an appropriate version of the ‘Acceptable Use Policy’ (see appendix). 

The filtering system (Lightspeed) aims to block inappropriate data moving in and out of our network. If the filtering system identifies any searches that are considered inappropriate these are blocked and will appear on the ‘Suspicious Search Reports’ sent to the Digital Safeguarding Subject Leader daily. 

To access the Internet on the iPads, staff will only use a staff designated iPad. If staff accidently log onto a pupil iPad they should ensure they log off before leaving the device unattended. (This can be achieved by going to the following web address; lsaccess.me/logout).
We recognise that our pupils are most likely to remain safe online when they are appropriately educated about the threats that IT and the Internet can pose. Annual Digital Safeguarding Education takes place on Safer Internet Day which is reinforced regularly by class teachers through e-safety warm-ups and the Digital Literacy Strand. Support with keeping pupils safe online will also be offered to parents through newsletters and optional workshops.

16. The Role of Subject Leader

The Subject Leader is responsible for the implementation of the Computing policy across the school.

Their role is to:

· Offer help and support to all members of staff (including teaching assistants) in their teaching.

· Update the Long Term Plan to reflect new initiatives and developments in technology.

· Keep up-to-date with new technological developments and communicate this to colleagues.

· Monitor classroom teaching and planning.

· Monitor pupil progression in Computing, looking at examples of work of different abilities.

· Review current resources and manage the Computing budget.

· Lead staff training on new initiatives and resources.

· Lead the IT F-team.

· Attend appropriate in-service training and centrally-held Subject Leader meetings.

· Liaise with outside agencies and Computing Subject Leaders from other schools.

17. The Role of IT Technician

Their role is to:

· Maintain software and hardware. 

· Synchronise and update the iPads

· Purchase and deploy apps as agreed by the Digital Safeguarding Leader

· Create new users to the wireless and hard-wired network

· Maintain passwords and email addresses for pupils and staff

· Work with the Subject Leader to plan and implement changes to the wireless and hardwired network and hardware.

Technical faults with any IT equipment should be reported to the IT technician. In the first instance, a description of the fault should be entered into the ‘Event Log’ held in ‘Staff Sensitive’. In addition, an email should be sent directly to the technician. The technician will maintain the log showing the outcomes. The technician may in turn liaise with the IT Support team at the Education Department.

18. Security

At Plat Douet we understand that:

· Staff must not connect their own personal devices to the school Wifi system.

· Portable devices must not be connected to the hardwired network devices using USB ports.

· All pupils must be aware of the school rules for the responsible use of IT and Computing equipment and the Internet and will understand the consequence of any misuse.

· The agreed rules for safe and responsible use of IT and Computing and the Internet will be displayed in all computing areas.

· Staff must not use the school devices to research information for their own personal use.
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Appendix 1
IT Technician ‘Event Log’

	Date
	Technical Issue
	Logged by
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